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POLAND TOKAI OKAYA

Poland Tokai Okaya Manufacturing Sp. z o.0.

,EDR nie jest taki straszny - wystarczyto kilka godzin od wdrozenia, Kraj: Polska
by zaczgt chroni¢ naszq firme.” www.ptom.com.pl

Liczba chronionych komputeréw: 200
Liczba chronionych smartfonéw: 70

Seweryn Sobieszynski, IT Manager, Poland Tokai Okaya Manufacturing Sp. z 0.0.

KLIENT

Firma Poland Tokai Okaya Manufacturing Sp. zo.o.
to producent wysokiej jakosci elementéw ttoczonych
dla branzy AGD, automotive i budowlanej. Jako jeden
z lideréw branzy metalowej w Polsce oraz cztonek
miedzynarodowej grupy Okaya przedsiebiorstwo
szczyci sie nowoczesnym parkiem maszynowym

i wykorzystywaniem w swojej dziatalnosci
najnowszych technologii.

PROBLEM | ROZWIAZANIE

W gtéwnej fabryce firmy Poland Tokai Okaya
Manufacturing pracuje ponad 200 urzadzen. Wiekszosé
z nich to urzadzenia kofncowe, jednak lista obejmuje
takze 36 serweréw — zaréwno fizycznych, jak

i wirtualnych — oraz ok. 70 stuzbowych smartfonéw.
Skuteczne zabezpieczenie tego Srodowiska jest kluczowe
z perspektywy zapewnienia organizacji ciggtosci
biznesowej.

Gtéwny wyzwaniem stojgcym przed zespotem
administratoréw firmy Poland Tokai byto skuteczne
zabezpieczenie stacji roboczych, z ktérych na co dzien
korzystaja pracownicy, a ktére zostaty zidentyfikowane
jako najbardziej narazone na potencjalny atak ze strony

przestepcow. Konieczne byto znalezienie rozwigzania,
ktore nie tylko doraznie zwiekszy ich bezpieczeAstwo,
ale takze pozwoli w czasie rzeczywistym monitorowac
aktywnos¢ wewnatrz sieci, umozliwiajac szybka reakcje
w razie incydentu.

KORZYSCI

Pierwszym rozwigzaniem firmy ESET wdrozonym

w Poland Tokai Okaya Manufacturing byt ESET Endpoint
Security wraz z ESET Dynamic Threat Defense, a wiec
kompleksowe rozwigzanie do ochrony stacji roboczych.
O wyborze przesadzita dobra opinia, jaka cieszg sie
produkty ESET w branzowych kregach, oraz wysokie
wyniki osiggane przez nie w testach niezaleznych
instytutow. Jego stusznos¢ bardzo szybko zweryfikowata
praktyka. Juz krétko po wdrozeniu rozwigzanie ESET
Endpoint Security powstrzymato pierwsze ataki, w tym
m.in. prébe zainfekowania komputeréw za pomoca
ztosliwego makra w otrzymanym poczta formularzu.
Kluczowa role w opisanym przypadku odegrat ESET
Dynamic Threat Defense, ktéry pozwolit poprawnie
zidentyfikowac nowe, nieznane dotychczas zagrozenie.

Pod wptywem pozytywnych doswiadczen spotka
zadecydowata sie na wdrozenie kolejnego rozwigzania
firmy ESET, ktéry miat zaadresowac pozostate potrzeby

KLUCZOWE ZALETY DLA POLAND TOKAI '
OKAYA MANUFACTURING SP. Z 0.0.

» Skuteczna ochrona przed wszystkimi zagrozeniami
e Prosta obstuga
» Szeroki wachlarz informacji dostarczanych przez EDR

e Woysoki poziom wsparcia technicznego Swiadczonego
przez dystrybutora

w zakresie cyberbezpieczefistwa. Mowa o ESET Enterprise
Inspector, a wiec produkcie klasy EDR, dostarczajgcym

szczegbtowych informacji na temat aktywnosci wewngatrz
sieci przedsigbiorstwa oraz na poszczegd6lnych maszynach.

ESET Enterprise Inspector spetnit wszystkie oczekiwania.

Jako jego najwiekszg zalete przedstawiciele spotki wskazuja
wyjatkowo prostg na tle konkurencyjnych rozwigzan klasy
EDR obstuge. Spokojnie wystarczy do niej dwuosobowy zespot
administratoréw, ktéry wczesniej wymagat jedynie krotkiego
przeszkolenia ze strony zespotu wsparcia technicznego
dystrybutora. Pomocne okazaty sie takze wbudowane
polityki, dzieki ktérym produkt juz w kilka godzin po
wdrozeniu byt gotowy do pracy i zgtaszania potencjalnych

incydentow.
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