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Skuteczna ochrona przed wszystkimi zagrożeniami

• Szeroki wachlarz informacji dostarczanych przez EDR

• Wysoki poziom wsparcia technicznego świadczonego 
przez dystrybutora
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ESET® CASE STUDY

„EDR nie jest taki straszny – wystarczyło kilka godzin od wdrożenia, 
by zaczął chronić naszą firmę.”
Seweryn Sobieszyński, IT Manager, Poland Tokai Okaya Manufacturing Sp. z o.o.

 
Liczba chronionych komputerów: 200

Liczba chronionych smartfonów: 70

Kraj: Polska
www.ptom.com.pl

KLIENT

Firma Poland Tokai Okaya Manufacturing Sp. z o.o. 
to producent wysokiej jakości elementów tłoczonych 
dla branży AGD, automotive i budowlanej. Jako jeden 
z liderów branży metalowej w Polsce oraz członek 
międzynarodowej grupy Okaya przedsiębiorstwo 
szczyci się nowoczesnym parkiem maszynowym 
i wykorzystywaniem w swojej działalności 
najnowszych technologii.

PROBLEM I ROZWIĄZANIE

W głównej fabryce firmy Poland Tokai Okaya 
Manufacturing pracuje ponad 200 urządzeń. Większość   
z nich to urządzenia końcowe, jednak lista obejmuje 
także 36 serwerów – zarówno fizycznych, jak 
i wirtualnych – oraz ok. 70 służbowych smartfonów. 
Skuteczne zabezpieczenie tego środowiska jest kluczowe 
z perspektywy zapewnienia organizacji ciągłości 
biznesowej.

Główny wyzwaniem stojącym przed zespołem 
administratorów firmy Poland Tokai było skuteczne 
zabezpieczenie stacji roboczych, z których na co dzień 
korzystają pracownicy, a które zostały zidentyfikowane 
jako najbardziej narażone na potencjalny atak ze strony 

przestępców. Konieczne było znalezienie rozwiązania, 
które nie tylko doraźnie zwiększy ich bezpieczeństwo,   
ale także pozwoli w czasie rzeczywistym monitorować 
aktywność wewnątrz sieci, umożliwiając szybką reakcję 
w razie incydentu.

KORZYŚCI

Pierwszym rozwiązaniem firmy ESET wdrożonym 
w Poland Tokai Okaya Manufacturing był ESET Endpoint 
Security wraz z ESET Dynamic Threat Defense, a więc 
kompleksowe rozwiązanie do ochrony stacji roboczych. 
O wyborze przesądziła dobra opinia, jaką cieszą się 
produkty ESET w branżowych kręgach, oraz wysokie 
wyniki osiągane przez nie w testach niezależnych 
instytutów. Jego słuszność bardzo szybko zweryfikowała 
praktyka. Już krótko po wdrożeniu rozwiązanie ESET 
Endpoint Security powstrzymało pierwsze ataki, w tym 
m.in. próbę zainfekowania komputerów za pomocą 
złośliwego makra w otrzymanym pocztą formularzu. 
Kluczową rolę w opisanym przypadku odegrał ESET 
Dynamic Threat Defense, który pozwolił poprawnie 
zidentyfikować nowe, nieznane dotychczas zagrożenie.

Pod wpływem pozytywnych doświadczeń spółka 
zadecydowała się na wdrożenie kolejnego rozwiązania 
firmy ESET, który miał zaadresować pozostałe potrzeby  

w zakresie cyberbezpieczeństwa. Mowa o ESET Enterprise 
Inspector, a więc produkcie klasy EDR, dostarczającym 
szczegółowych informacji na temat aktywności wewnątrz 
sieci przedsiębiorstwa oraz na poszczególnych maszynach.

ESET Enterprise Inspector spełnił wszystkie oczekiwania. 
Jako jego największą zaletę przedstawiciele spółki wskazują 
wyjątkowo prostą na tle konkurencyjnych rozwiązań klasy 
EDR obsługę. Spokojnie wystarczy do niej dwuosobowy zespół 
administratorów, który wcześniej wymagał jedynie krótkiego 
przeszkolenia ze strony zespołu wsparcia technicznego 
dystrybutora. Pomocne okazały się także wbudowane 
polityki, dzięki którym produkt już w kilka godzin po 
wdrożeniu był gotowy do pracy i zgłaszania potencjalnych 
incydentów.


